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ADVANTAGES DESCRIPTION

• Simple Insight into missing Programme Updates 

• Manage Programme updates with a secure staged 
approach

• Get Insight about all missing updates with Dash-
boards

• Getting endpoints closer to ISS DSS compliancy

CapaOne Updater makes it easy to be compliant 
with Third-Party programme updates available.

Ensures that all software are protected from known 
vulnerabilities by installing applicable vendor-sup-
plied security patches.

CapaOne Updater, like CapaOne Reliability, is a pro-
duct developed by CapaSystems, based on CapaOne. 

With our CapaOne Updater, you will get third-party 
programme updates automatically. The agent scans 
all the endpoints and shows which updates are 
missing with clear dashboard overviews, and with 
a single click these will be fixed – unless one sets 
CapaOne Updater to do it automatically as soon as 
new versions become available.”
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 CAPAONEHOW IT WORKS

CapaOne is a cloud-based platform focusing on all 
the day-to-day disciplines that need to be handled on 
all endpoint without being an expert.

Insight
Get insight into all endpoints, show what’s going on 
and highlight what needs attention.

Management
Manage all the endpoints, with a solution for all we 
have found and highlighted in insight.

Analytics
Analyze and report on all the information we have 
collected from the endpoints.

Patching third-party software applications keeps 
your devices safe from dangerous vulnerabilities and 
attacks. 

Third-party applications are now responsible for the 
vast majority of compromises. So when it comes to 
running third-party programmes, businesses must be 
on guard. 

But many are not.

A proactive Patch Management approach provides 
network security while preventing exploits, ransom-
ware, and other threats.


